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* OWASP Top 10 Application Security Risks 2017
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>A2:2017-Broken Authentication

>A3:2017-Sensitive Data Exposure
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>A10:2017

* OWASP Top 10 2017 List (Additional Course Cedits)
  + Choose any three (3), and, for each, do the following:
    - Describe the risk/vulnerability (in your own words)
    - Discuss mitigation strategies and/or best practices employed to address the risk/vulnerability
    - Cite a real-world example of a security breach arising from an exploit of the risk/vulnerability

//what are the diff mitigation strategies to avoid injection

//how did it happen, what was the vulnerability

* + Deliverables:
    - Printed document (follow usual document format)
      * No more than one (1) page per risk/vulnerability

//sama na same page ung references

* + - * Provide cover page with percentage distribution of credit among members, along with signatures of group members
    - PDF copy of the document
      * Submitted as Google Classroom assignment